
EXPERT CYBER RESILIENCE

SOLUTIONS, PRACTICAL TRAINING,

AND RISK-FOCUSED

INVESTIGATIVE INSIGHTS.

Led by former UK police cybercrime
investigators, GSG Consultancy delivers
immersive, practical, and scalable
security services for businesses,
educational institutions, and enforcement
agencies.



Oue Director - Daniel Garnham

Daniel Garnham is a former UK police cybercrime
detective with over 20 years’ experience investigating
serious cyber threats and delivering training to law
enforcement worldwide. He is an international cyber
security expert, ISO 27001 lead implementor, certified
penetration tester, and recognised trainer for Interpol,
the UN, and the Council of Europe.

Daniel has developed degree-level cybercrime
programmes which are used in universities and created
innovative gamified learning tools.

Daniel is also the founder and General Secretary of the
UK’s only trade union solely for physical and cyber
security, the Security Industry Federation



Cyber Services 

& Incident Response

Penetration Testing & Vulnerability
Assessments across infrastructure, web, and
mobile environments

Phishing Simulations & Social Engineering
Campaigns to test and train user response

Incident Response Planning & Live Support
for ransomware, malware, and breach
scenarios



Policy Frameworks 

& Compliance

Tailored Policy Documentation aligned with
ISO 27001, NIST, Cyber Essentials, UK GDPR

Certification Readiness support for Cyber
Essentials (Plus), SOC 2, NHS DSP Toolkit

Operational procedure development for
business continuity, incident response, 

       access control, and more



Cyber Awareness 

& Training Solutions

Your staff are both the first line of defence and a significant
vulnerability in cybersecurity, as human error often leads to
breaches. We offer engaging cyber awareness training to help
employees recognise threats and protect the organisation.
Key topics such as:

Password hygiene and credential security
Phishing awareness and email safety
Malware and ransomware prevention
Device and endpoint safety

Delivered through live sessions, e-learning, or custom
workshops, the training is tailored to your industry and
compliance needs, aiming to change behaviours, not just raise
awareness.



Online cyber awareness games, where users
learn through play, earning points, solving
challenges, and building real knowledge

Tabletop incident simulations challenge
participants to respond under pressure, build
business continuity resilience, and identify gaps
in real time

Gamified learning isn’t just more enjoyable, it’s
proven to boost retention, teamwork, and drive
cultural change. 

Gamified Learning 

& Tabletop Exercises



Virtual Currency 

Training

Our Virtual Currency Training equips organisations and
professionals with the skills to address threats related to
cryptocurrencies and blockchain assets. Led by experienced
cybercrime investigators, the course covers virtual currency
fundamentals, transaction tracing, wallet identification, dark
web markets, and issues like fraud, money laundering, and
ransomware. It's designed for law enforcement, financial
services, and private sector compliance to navigate digital
finance complexities and crypto-related threats.

Key topics include wallet tracing, blockchain forensics, fraud
and ransomware typologies, AML methodology.



Open Source Intelligence

(OSINT)

Unlock insights from open sources to safeguard your people,
assets, and reputation through OSINT investigations. Our
services include:

Awareness training on OSINT tools, techniques, and ethics
Live demonstrations and workshops on using open data for
threat detection
Threat intelligence gathering, including dark web and social
media analysis
Brand and executive protection to identify digital risks
Investigative support for due diligence, fraud detection, and
insider threats

We provide expertise to help teams turn open data into
strategic intelligence, whether you're new to OSINT or
enhancing in-house capabilities.



Micro Learning Videos

Introducing 20 ultra-concise, 2-minute cyber security
training videos designed to engage your workforce
and enhance awareness. Ideal for any LMS, these
videos cover vital topics like phishing, password
safety, and social engineering, facilitating easy
understanding and action against cyber threats.

Effective and Time-Saving: Videos fit into busy
schedules without disrupting productivity.
Backed by Science: Micro-learning boosts
knowledge retention, ensuring employees
remember key information.

Enquire now to create your custom training bundle.



Intelligence & 

Due Diligence Reporting

We provide independent intelligence reports on
individuals and organisations to support informed
decision-making. All reports are handled with the
highest level of confidentiality due to their
sensitive nature, ensuring discretion and trust at
every stage.

Features include CV & background verification, a
bespoke Risk Matrix with up to 10 factors
(political, legal, wealth source) to support risk-
based hiring decisions.



vCISO & vDPO Services, senior
leadership and regulatory oversight on
flexible terms

Strategic planning, incident oversight,
policy supervision, and compliance
reporting support

On‑Demand Cyber

Leadership



Investigation Tactics Training

Our Investigation Tactics Training is designed for
investigators across both public and private
sectors, equipping them with the skills needed to
conduct robust, ethical, and legally sound
investigations. Led by former law enforcement
experts, the course covers best practice
approaches to interviewing techniques, witness
management, evidence preservation, and digital
evidence handling. Whether you're investigating
internal misconduct, fraud, cyber incidents, or
regulatory breaches, this training ensures your
team can gather intelligence effectively, document
findings professionally, and build cases that stand
up to scrutiny.



CPD Courses

GSG Consultancy has teamed up with the
Security Industry Federation Trade Union
Academy to bring you a comprehensive list of
CPD accredited course's for just £35!

With dozens of courses to choose from,
continue your professional development with
courses in digital skills, health and safety,
management, well-being and self
development.



Prices

At GSG Consultancy, we provide expert-led training at
competitive prices, ensuring accessibility without
compromising on quality. Our pricing reflects real-world
value derived from years of cybercrime experience,
allowing organisations of all sizes to access high-impact
training. 

Courses range from 1 to 5 days, with costs calculated per
day rather than per person, enabling flexible classroom
sizes without escalating expenses. 
Online courses start at £250 per day, while in-person
sessions begin at £350.

Our online cyber games start from just £20 per person.



FOR A FREE NO OBLIGATION CHAT

CONTACT US TODAY

Telephone:

Website:

07818725408

www.gsgconsultancy.co.uk

Email:

Address:

hello@gsgconsultancy.co.uk

Colchester, Essex, Uk

CONTACT US


